
 

 

 
SENIOR SYSTEEMBEHEERDER 

 

 
SAMENVATTING 
Werken binnen Acibadem International Medical Center betekent een bijdrage leveren aan een 
uniek zorgconcept binnen Nederland, in een moderne en toch huiselijke werkomgeving.  
Een omgeving waar ontwikkeling en vitaliteit gestimuleerd wordt. Als jij energie krijgt van een 
baan vol afwisseling waarin jij jouw ICT-talent kwijt kan, dan willen wij je graag leren kennen! 
 
DE FUNCTIE  
Het waarborgen van een stabiele, veilige en optimaal presterende ICT-infrastructuur binnen 
Acibadem IMC Amsterdam, Acibadem IMC Rotterdam en eventuele toekomstige vestingen. 
De Senior Systeembeheerder draagt verantwoordelijkheid voor de continuïteit, beveiliging 
(NEN7510:2024) (gedeelde verantwoordelijkheid) , beschikbaarheid en betrouwbaarheid van 
alle systemen, zowel on-premise als in de cloud (Microsoft 365/Azure). 

PROFIEL 
Kernverantwoordelijkheden 
Technisch beheer: 

• Beheren van servers, netwerken, storage, firewalls, endpoints en cloudcomponenten 
(Azure/M365). 

• Uitvoeren van lifecycle management van ICT-middelen (patching, updates, 
monitoring). 

• Configureren en onderhouden van Microsoft Intune, Endpoint Management, Entra ID. 

• Bewaken van prestaties, capaciteit en back-up/restore-processen. 

• Uitvoeren van technische impactanalyses bij wijzigingen. 
 

Informatiebeveiliging & Compliance (NEN7510:2024): 
• Implementeren en onderhouden van technische security controls (Zero Trust, MFA, 

hardening). 
• Uitvoeren van vulnerability scanning, log-analyse en security monitoring. 

• Zekerstellen dat systemen voldoen aan NEN7510:2024, AVG en interne ISMS-
procedures. 

• Toezien op correcte classificatie, opslag en beveiliging van data. 
• Meewerken aan audits (intern, extern, ISMS, pentests, leveranciersbeoordeling). 

 
Incident- en probleembeheer: 

• 3e-lijns ondersteuning bij complexe verstoringen. 
• Uitvoeren van root cause analyses conform NEN7510 incidentmanagement. 
• Coachend ondersteunen van 1e en 2e lijn. 

 
Projecten: 

• Trekken van technische implementatieprojecten (bijv. migraties, nieuwe applicaties, 
netwerkupgrades). 

• Technisch aanspreekpunt bij leveranciers, projectteams en zorgafdelingen. 
 

Kennisdeling & Documentatie: 

• Opstellen en onderhouden van technische documentatie, CMDB, werkinstructies. 



 

 

• Bijdragen aan het ISMS, wijzigingsbeheer en configuratiemanagement 
 

Resultaatgebieden: 
• Maximale beschikbaarheid van kritieke zorgsystemen. 
• Veilige ICT-omgeving conform NEN7510:2024. 

• Stabiele en actuele infrastructuur (pachting, monitoring, incidentherstel). 
• Effectieve samenwerking binnen het Acibadm ICT-team, informatiebeveiliging en 

leveranciers. 
• Transparante documentatie en overdraagbare werkzaamheden. 

 
Bevoegdheden: 

• Doorvoeren van noodzakelijke systeemwijzigingen volgens wijzigingsprocedure. 

• Advies en escalatie richting ICT-management over risico’s of kwetsbaarheden. 

• Autonomie in dagelijkse technische beslissingen binnen vastgestelde kaders. 
• Toegang tot beheerdersrollen (least privilege) conform NEN7510. 

 
ARBEIDSVOORWAARDEN 
MUST-haves: 

• HBO werk- en denkniveau (ICT/ Technische Informatica). 
• Minimaal 5–7 jaar ervaring in systeembeheer binnen middelgrote/grote organisaties. 
• Diepgaande kennis van Microsoft 365, Azure, Windows Server, AD, DNS/DHCP, 

Intune, netwerken en ITIL4.  
 
Pré: 

• Certificating zoals AZ-104, AZ-305, MS-102, SC-300, ITIL4 MP, Fortinet NSE, 
PowerShell. 

• Ervaring in zorg specifieke applicaties. - Ervaring met informatiebeveiliging in de zorg 
(NEN7510). 
 

Competenties: 
• Analytisch vermogen 

• Proactief handelen 
• Stressbestendig 

• Samenwerken & communicatie 

• Risicobewustzijn (NEN7510, Zero Trust) 
• Documentatievaardig 

 
Persoonlijke eigenschappen: 

• Integer en betrouwbaar 
• Klantgericht en communicatief sterk 

• Resultaatgericht 
• Leergierig en up-to-date met technologische ontwikkelingen 

 
Werkcontext 

• Grootschalige zorginstelling met meerdere locaties. 
• 24/7 zorgcontinuïteit: storingsdiensten en consignatie mogelijk. 
• Samenwerking met leveranciers, security officier, applicatiebeheerders, servicedesk 

en zorgafdelingen. 
 
 



 

 

Bijdrage aan organisatiedoelen: 
• Waarborging van veilige, stabiele en compliant digitale zorgprocessen. 
• Verminderen van downtime en risico’s voor patiëntveiligheid. 

• Bijdragen aan innovatie, cloudtransitie en digitale zorgstrategieën. 
 
SOLLICITEREN? 
Stuur jouw motivatiebrief en CV naar  solliciteren@acibademimc.com. Voor meer informatie 
kun je contact opnemen met de afdeling HR: 020- 238 80 77. Van alle nieuwe medewerkers 
wordt voorafgaand aan de indiensttreding een verklaring omtrent gedrag (VOG) gevraagd. 
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